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AHHoOTanus. B ctathe paccMOTpPEHbI BOIIPOCHI IPOOIEMATHKU 00ecTieueHUs] HHPOPMALMOH-
HO 0€30MacHOCTH B OOJIACTH 3KCIUTyaTallud COBPEMEHHBIX JIETKOBBIX MATPYJIBHBIX aBTOMOOMIEH
[ocaBronHcnekimu. Ha 0CHOBE MPOBEACHHOrO aHANN3a MPEAI0KEHbI BO3MOXKHBIC IIYTH PEIICHUS
poOJIeMBbI B TaHHON MpeIMETHON 00JIaCTH.
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Abstract. The article examines the issues of information security in the field of operation of
modern light patrol cars of the State Traffic Safety Inspectorate. Based on the analysis conducted,
possible solutions to the problem in this subject area are proposed.
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CoBpemeHnHble mnatpyibHble aBToMoOWIM ['ocaBTromncnekuuu MBJ[ Poccun
(I'MB/I/1) ocHallleHbI CIOKHBIMU 3JIEKTPOHHBIMU CHCTEMaMU, BKJIIOYAsl CPe/ICTBa pa-
JTMOCBSI3U, BUJICO-PETUCTpAIliU, HaBUT AU, YCTPOUCTBAMU JIJIsl TIepeauu JaHHBIX 10
MOOMIBHBIM KaHasiaM cBsi3u 3G/4G, cpencTBaMu yiaaeHHOW OILIATHI IITPagoB H T.1I.
B Hacrosiee BpeMsi 6a30BbI€ KOMIUIEKTAIUM COBPEMEHHBIX JIETKOBBIX aBTOMOOMIICH
BKJIFOYAIOT TaKWe€ MYJIbTUMEIUWHBIE WU WHPOPMAIMOHHBIE CUCTEMBI KakK: OOJIBIION
AKPaH - TAUCKPUH, JATYMKH CJICTBIX 30H, 3JICKTPOHHBIN OMOIIHUK MPU MAPKOBKE 3a-
JIOM, KOHTPOJIb BBIXO/Ia U3 TIOJIOCHI, aBTOMMJIOT. DTOT (hYHKIIMOHAT CTAHOBUTCS KPH-
TUYECKH BAXKHBIM JIJIT aBTOTpAHCHOpTa W TpeOyeT pa3paObOTKH JOTOTHHUTEIIbHBIX
CPEJICTB 3aIUTHl OT OCTOPOHHETO BMEIIATEILCTBA HAPYIINUTENS B PaOOTY MOJ00HBIX
cucteM [1]. DTH TEXHOJIOTUH MOBBIMAIOT 3PPEKTUBHOCTH PAOOTHI COTPYIHUKOB TIO-
JUIMHU, HO OJJTHOBPEMEHHO CO3/Ial0T HOBBIE YIpO3bl MH(DOPMAIMOHHON 0€30MaCHOCTH.
VYTeuka Ui HECAaHKITMOHUPOBAHHBIN IOCTYT K JIAHHBIM 3TUX CUCTEM MOXKET IPUBECTH
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K CEpPbE3HBIM MOCEACTBUAM, BKIIIOUAs MOTEPIO YIPABICHUS, KOMIIPOMETAIMIO OTlepa-
TUBHOU MHGOpPMAIMKM U HapylIeHUE KOH(PUIACHIIMATBLHOCTH NMEPCOHAIBHBIX AaHHBIX
rpaxiaH. B crarbe paccMOTpeHbl OCHOBHBIE PUCKHA MH(POPMALIMOHHOM 6€30macHOCTH
U MEphI 3alUThl THPOPMALIMOHHBIX CUCTEM B TOM UHUCIIE MATPYJIbHBIX aBTOMOOMIIEH
I'MbI.

[Tarpynpabie aBTOMOOMIM ['MIB/IJ] oOpabaTeiBatOT KOH(DHACHIIMATBHbBIE daH-
Hble, TaKW€ KaK IepCOHAIbHBbIC JaHHBbIC BOAMUTENECH, HOMEpa aBTOTPAHCIIOPTHBIX
CPEICTB, BUACO3AMNCH C KaMep KOHTPOJS JOPOKHOTO ABMXKEHHUS U TEPETOBOPHI IO
3alUIICHHBIM KaHajaM paanocBsi3u. OCHOBHBIC YTPO3bl BKIIIOUYAIOT: epexBaT HHPOP-
MaIuy TepeIaBaeMoi MO MPOBOJHBIM U OECIIPOBOJHBIM KaHAjJaM CBsI3U; MEpexBaT
nanabix HaBuranoHHeix cuctem ['JIOHACC/GPS; kubepataku Ha O0pTOBBIE KOMITh-
I0OTEPBI; BHEJPEHUE BpPEeIOHOCHOTO IporpamMmMHoro odecneuenus (I10) s nocrymna
0a3zaM JaHHBIX; PU3NYECKHUI TOCTYIN K 000PYJOBAaHUIO; Kpaka WM MOAKIIOYEHUE K
CUCTEMaM aBTOMOOMJIS 3JI0yMBIIIJIEHHUKAMU; YTEUKHU Yepe3 CTOPOHHUE CEPBUCHI; Y3~
BUMOCTH B OOJIaUHBIX XPaHWIUIIAX WJIA MOOMIIBHBIX MPUJIOKEHUSIX, UCIIOJIb3YEMBIX
COTpPYTHHKAMHU OPTaHOB BHYTPeHHUX Jiel [2]. CHCTeMBI JISTKOBOTO aBTOMOOUIIS, 4epes3
KOTOpBIE MOKET OBITh peaIn30BaHo AeCTPYKTUBHOE Bo3aeiicTBue (PucyHok 1).

3apsaaHble NopTbl

Remote key

WIFI/GSM/Bluetooth

Cepeepa npoussoauTens

CAN BUS
Mo6unbHble NpUNoXeHUsa

Pucynoxk 1 — Cuctemsbl 1erKOBOTO aBTOMOOMIIS, YEPE3 KOTOPHIE MOKET OBITh PEeaTU30BaHO JECTPYK-
TUBHOE BO3/EHICTBUE

Heo6xo1MMo y4uThIBaTh, UTO B COBPEMEHHOM aBTOMOOUJIE €CTh XOTsI ObI OJIMH
mozeM OecripoBoanoi cBsizu (Wi-Fi, Bluetooth, NFC), koTopblii MOXET HCITOJIB30-
BaThCsl JIsl paOOTHI TOTIOMHUTENBHBIX QyHKIMN. Hanmpumep nmst nuarHocTuky cOoeB
u T.1. Takue 6ecpoBOAHBIC KaHAIBI MOTYT OBITh UCIIOJIH30BAHBI 3JI0YMBIILIEHHUKOM
JUISL peau3alii JeCTPYKTUBHBIX Bo3aeicTBUH [3]. B HacTosiiee BpeMst pacnpocTpa-
HEHBI CJICTYIONTUE WX THUIBL: JECTPYKTUBHBIC BO3JCUCTBUS HA MPUIOKEHUS U TLUIAT-
(hOpMBI; TECTPYKTUBHBIE BO3JCHCTBUS C HETIOCPEACTBEHHBIM (PU3UUECKUM JIOCTYTIOM;
JECTPYKTHUBHBIE BO3JICUCTBUS Yepe3 TeleMaTuky. Hampumep eciu 310yMbIIIIIEHHUK
umeeT noctyn kK CAN mmHe (Controller Area Network) u, ecnu cuctema cina6o 3amiu-
IIEHa, €CTh BEPOSITHOCTh MEPENpOrpaMMUPOBAHUS HJIEKTPOHHOTO OJI0Ka YIIPaBIICHUS
(BBY), nns pa30I0KUPOBKH M YrOHa CiIykKeOHOro aBToTpaHcnoprta. Mccnenoarenu
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HasbpIBaroT mogooHyIo ataky «CAN Injectiony. Haubonee moaBep:keHbI PUCKY JISTKO-
BbI€ aBTOMOOMJIM 000pY/I0BaHHBIE CUCTEMaMU OECKITF0UEBOIO JIOCTYIIA.

JInsi MUHUMU3AIMA PUCKOB HMH(OPMAIMOHHOM 0€30MacHOCTH MPUMEHSIOTCS
CJIEIYIOLIME TEXHOJOTUYECKHE PEIICHUs U METOJbl 3alIUThl: MU(pPOBaHUE NAHHBIX;
3allliTa PaguoreperoBOpoB U nepeaaBaeMbiX (pailioB ¢ MOMOIIBI0 KpUNTOrpadpuye-
CKHX aJTOPUTMOB; peryiisipHoe oOHoBieHHe [10; BbIsiBIEHNE U yCTpaHEHUE YSI3BUMO-
cTell B OOPTOBBIX CHCTEMaXxX U cepBHcax; MHOrodakTopHas (OnomeTrpuyeckas) ayTeH-
TA(UKAIKS;, OTpaHUYCHUE JOCTyIa K 0a3aM JaHHBIX U CIIY>)KEOHBIM MPUIIOKCHUSIM;
dbusnueckas 3anmTa 000pyAOBaHUS; UCIIOIB30BAHNE 3AIIUIEHHBIX MOAYJIEH XpaHe-
HUsl “HQOpMAIMK U OJOKHPOBKA MOPTOB AJISI MPEJOTBPAIICHNUS HECAHKIIMOHUPOBAH-
HOTO TOJIKJIFOUEHUS; MOHUTOPUHT U ayJUT; aHAJIHU3 JIOTOB JOCTYTAa U BBISBICHUE T10-
J03pUTENbHON aKTUBHOCTH. CHCTEMBI, HA KOTOPBIE MOKET OBITh OKa3aHO AECTPYKTHB-
HOE BO3JICVICTBHE HAPYLIUTEIEM IIPUBEACHBI HA PUCYHKE 2.
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PI/ICYHOK 2 — Cucremsl Ha KOTOPBIC MOKCT OBITh OKa3aHO ACCTPYKTUBHOC BO3JIcliCTBUE HapyumuTe-
JIEM

[IpaBoBOE perynupoBanue B 00JacTH WH(MOPMAITMOHHONW O€30MaCHOCTH TaT-
pyJbHBIX aBToMOOMIeH ["'ocaBTonncnekiuu. desarenpHocts 'IBJ1/] B chepe undop-
MaIMOHHOHN Oe3omacHocTH pernameHTupyercsa: denepanpabiM 3aKoHOM Ne 152-03
«O mepcoHANBHBIX JaHHBIX»; PYKOBOAAIIUMHU JOKYMEHTAMHU PETYIATOPOB B 00JIaCTH
undopmanmonHoii 6ezonacHoctu (PCTIK Poccun u @Ch Poccun), npukazamu MB/]
Poccun, ycranaBnuBaromumMu TpeOOBaHWS K 3aluTe MH(DOpPMAIMH;, MEXTYHAPO-
HeiMu ctanaapramu (ISO/IEC 27001), npuMeHseMbIMU K CUCTEMaM yrpaBiieHUs 0e3-
OTTaCHOCTBHIO TaHHBIX.

Nudopmarmonnas 6e3onacHoCTh matpynbHbIx aBromoounet [ MBJ1J1 — kputu-
YeCKH BaXHBIM acmekT WX skcruryatanud. CoBpeMEHHbIE TEXHOJIOTHMH MOMOTaOT
MpeloTBpalaTh YTEUKH JaHHBIX, HO TPEOYIOT MOCTOSSHHOTO OOHOBJICHUS U KOHTPOJISL.
Buenpenue Haie:KHBIX CUCTEM IHU(POBaHUS, CTPOTUX IIPABHJII JOCTYTA U PETYJISIPHBIN
ayJIUT TI03BOJISIIOT MUHUMU3HPOBATh pucku Mb 1 o6ecnieunTs 3amuTy Kak Ci1yKeOHOM
uH(pOpMaIH, TaK U MEPCOHATBHBIX JAHHBIX paxaaH. JlanpHeliee pa3BUTHE TEXHO-
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JIOTUI CerMEHTallMU U U30JISUU KOMMYHHUKAIIMOHHBIX CeTel, IPUMEHEHHE armapaT-
HBIX MOJTyJIel 0€30MaCHOCTH, PETYIIsIpHbIE OOHOBJICHHS CUCTEMBI 0€30ITaCHOCTH, OTpa-
HUYeHHe cOopa U 00e3TMUUBaHUE MEPCOHATBHBIX TAHHBIX U Y)KECTOUEHHUE HOPMATHB-
HBIX TpeOoBaHUM OyAyT CIOCOOCTBOBATH MOBBIIICHUIO YPOBHS O€30MaCHOCTH B ATOU
cdepe. 110 B chepe nHPpopManMoOHHON 6€30MACHOCTH BHYTPU aBTOMOOWIIS TpeOyeT
peanu3alyd HECKOJIbKUX (DYHKIMI 0€30MacHOCTH, TaKMX KakK 3alllUIEHHBbIE MPOTO-
KOJIBI, YyMpaBlieHUE WJEHTU(UKAIMEH U JOCTYNOM, OOHapyKEHUE BTOPKEHUU U
YpOBHU aOCTpakuuu i Kpunrorpapudeckux QyHkuuid. 9tu pyHKIHOHAIBHBIE BO3-
MO>KHOCTH 3aT€M HCIHOJB3YIOTCS (PYHKIMOHANBHBIMU DBY 1iis 3amuThl KOMMYyHHKA-
U 1 TPEeIOTBPALLECHUS CO3/IaHUS «UEPHBIX X0J0B». [loaTOMy OXHumaercs, 4To cer-
MmeHT 10 Oyner 3aHnMaTh HAaUOOJBIIYIO IOJTI0 HA PHIHKE aBTOMOOMIIEHOM HHOpMa-
[IMOHHOM 0€30MaCHOCTH B TOM YHCJIE U aBTOTPAHCIIOPTA OPTaHOB BHYTPEHHUX JIE.
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